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1 Audience

The SIP Trunking Service Configuration Guide is intended for service users, technical managers and
authorized integrators.

2 Introduction

The SIP Trunking Service Configuration Guide details the basic steps for setting up a single SIP
trunk between Videotron's SBC and a Cisco Unified Border Element (CUBE) placed in front of an IP
Cisco Unified Communications Manager (CUCM) PBX. Several SIP trunks may be set up, but this
document does not go over the steps for doing so.

That said, this guide is not intended to help you configure PBX user/application features.

3 Network and equipment diagram

The diagram below is an overhead view of SIP trunking with a Cisco Unified Communications
Manager (CUCM) PBX behind a Cisco Unified Border Element (CUBE).
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The solution includes:

Customer site:
e Cisco Unified Communications Manager (CUCM) servers, version 10.5.

e CUBE: Cisco 29xx router (2901, 2921, 2951), 10S version 15.5(3)M
e |IP Cisco telephones (7965, 7821, 7841)

Videotron site:

e Videotron SBC: Oracle (Acme Packet)
e Videotron Softswitch: Genband C20

e PSTN connection
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The CUBE must be linked by a 10/100Mbps network connection toward the customer’s Internet.
Usually, the customer has a router behind the Videotron cable modem that provides a connection to
the Internet.

4 Features

The SIP trunking service supports the following features:

Feature
Simultaneous calls

Description

The simultaneous calls limit is
established when the SIP trunk
order is placed.

G

Limit(s)

Voice G.711 p-law standard used
exclusively
Fax G.711 p-law standard used T.38 standard not supported

Other kinds of data (modem, alarm, etc.)

G.711 p-law standard used

Inbound Caller ID name and number

Inbound Caller ID name and
number transmitted from the
Videotron site to the PBX.

Outbound Caller ID name

Outbound Caller ID name, as
transmitted via PBX to the
public network.

Outbound Caller ID number

Outbound Caller ID number, as
transmitted via PBX to the
public network.

DID display for 911 emergency call centre

DID display for 911 emergency
call centre transmitted via PBX
if on the predefined list of
numbers.

Direct trunk overflow

Calls are routed to another SIP
trunk when the number of
simultaneous calls SIP
trunking can handle is
exceeded.

The other SIP trunk must be on
the same Videotron telephone
switch as the primary SIP trunk.

Failover to another phone number

Calls are routed to another
phone number when the
number of simultaneous calls
that the SIP trunk can handle
is exceeded.

The “Redirect information” or
“Original called number” field is
not transmitted. The “Called
number” is the actual forwarding
number and not the DID.
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An overflow to another phone
number requires an additional
service called a “Permanent
Redirect Line (PRL).” This
service is billed according to the
predefined number of
simultaneous PRL calls. If the
phone number is long distance,
charges will apply.

Failover to another SIP trunk

Calls are routed to another SIP
trunk in the following three
cases of failure:

1. The customer’s PBX no
longer responds to calls
sent to it on the SIP trunk.

2. The customer's PBX
responds with the message
“SIP 503 Service
Unavailable.”

3. The SIP trunk is faulty.

If the PBX responds with a SIP
message other than “503
Service Unavailable,” there will
be no call failover.

Failover to another phone number

Calls are routed to another
phone number in the same
three cases as above.

If the PBX responds with a SIP
message other than “503
Service Unavailable,” there will
be no call failover.

Same limitation as “Direct trunk
overflow” with respect to the
fields and the need for a
Permanent Redirect Line.

“Redirect number” field (Remote Party ID)

The Videotron telephone switch
transmits the original called
number to the Remote-Party-ID
header.

Class of restriction call blocking

No blocking for local calls, in
Quebec, Canada, the United
States and abroad, and for
411, 0-, 0+, 00 and 900
numbers.

1-976 calls are blocked.

Number portability

Videotron handles the
transfer of a customer’s
telephone number from
their current service to
the SIP trunking setrvice.

The customer must provide all
required documentation.

SIP-Refer

Allows you to free up
lines after a call is
forwarded from an
external number to
another external number,
such as a cellphone.

If the external number is long
distance in relation to the
original dialled number, the call
may be dropped rather than
forwarded. Especially when the
call is transferred through
another Videotron switch.
Routing between Videotron
switches is subject to change
without prior notice.
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Our SIP trunking does not support the following features:

Feature Description

Numbers outside our coverage area Only telephone numbers in Videotron service areas will be
accepted.
Fixed 911 This feature allows calls to be forwarded directly to the 911

emergency call centre in the municipality where the caller is
located. Instead, the SIP trunking service uses an intermediary
(“nomad”) 911 emergency call centre to forward calls. See
videotron.com/ip-911 for details.

Emergency call forwarding Allows you to forward calls to different destinations based on a
predefined phone tree for emergency scenarios. This is an
advanced feature reserved for the dedicated fibre optic SIP
trunking service.

Authorization and billing codes The authorization code is used to limit access to long-distance
calls. The billing code is used to count calls per user for internal
billing and customer billing purposes.

These are advanced features reserved for the dedicated fibre
optic SIP trunking service.

Equity of access Allows you to use another long distance provider. This feature is
largely irrelevant considering that Videotron offers unlimited
calling plans for Canada and the United States. This feature is
reserved for the dedicated local fibre optic SIP trunking service.
Occasional calls Used to dial the 101-XXXX code in order to temporarily change
long distance provider. This feature is largely irrelevant
considering that Videotron offers unlimited calling plans for
Canada and the United States. This feature is reserved for the
dedicated local fibre optic SIP trunking service.

Signalling and voice channel encryption Videotron does not currently support signalling encryption (SIP
TLS) and voice channel encryption (SRTP). Encrypted MD5 hash
password.
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5 Service requirements

Once the SIP trunk has been configured at the Videotron site, our technical team will send the
following information to the customer:

e domain name
e username
e password

The customer PBX (in this case the customer’s CUBE) must be registered with Videotron in order to
connect calls via SIP trunking. The customer, or more commonly the integrator-interconnector, must
configure the CUBE such as to register the SIP trunk with Videotron’s switch. The Videotron team will
set up a phone conference with the interconnector to complete the registration and ensure the SIP
trunk is functioning properly.

The CUBE is registered by sending SIP REGISTER messages to Videotron’s SBC IP address that
contains a username, password and domain name.

Videotron’s telephone switch periodically sends SIP INFO messages to the customer's CUBE. If
these messages do not reach the CUBE (i.e., they are blocked by the customer’s firewall), or they are
not answered by the CUBE, the switch will consider the CUBE out of order.

The CUBE must be capable of sending a domain name in the Reqg URI of SIP INVITE messages. If
the domain name is missing, any calls will be rejected.

Table 4 provides an overview of the parameters required to set up the SIP trunking service.

Domain name Provided by Videotron: <customer
acronym=>.sipott.v50.videotron.com

Videotron SBC address 24.200.242.87

SIP communication port UDP 5060

Username Provided by Videotron: s<last 9 numbers of primary telephone
number>

Password Provided by Videotron: 12 alphanumeric characters with at

least 1 lowercase letter, 1 uppercase letter, and 1 number

Number of simultaneous calls on the SIP | Provided by Videotron

trunk

Codec G.711 p-law only

Fax protocol In-Band (T.38 not supported)

DTMF RFC2833

SIP REFER The SIP REFER function must only be activated after

discussion with the Videotron team. If the external number
is long distance in relation to the original dialled number,
the call may be dropped rather than forwarded.
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6 Configuration

Putting a SIP trunk in place on a CUCM phone service with CUBE requires the configuration
of the CUCM and the CUBE. These two systems are highly versatile and consequently have
several parameters that could affect communication on the SIP trunk. This guide provides a
configuration example that we have tested and that is fully functional.

With this proposed configuration, it is possible to test calls that will use the CUBE. The
integrator will modify this configuration to meet the specific and comprehensive needs of the
customer.

Configuration that reflects the example in Section 3.1

interface Port-channell
ip address 10.4.8.2 255.255.255.248

interface GigabitEthernet0/0
description xxxxxxxx port G1/0/2
no ip address
duplex auto
speed auto

channel-group 1

interface GigabitEthernet0/1
description XXxxxxxxxxx port G1/0/1
no ip address
duplex auto
speed auto
channel-group 1

interface GigabitEthernet0/2
description Toward Videotron’s SBC
ip address 10.4.8.21 255.255.255.252
duplex auto
speed auto

This section demonstrates how to associate Videotron's SBC IP address to the domain
dame that will be used for Videotron's SIP Trunk service. If the CUBE has access to a DNS
server, this line is not required.

ip host hofa0l.sipott.v50.videotron.com 24.200.242.87

Note: replace the domain name in the example with the domain name that Videotron has assigned to
you.

All the commands in this section must be configured.
The commands in this section define the SIP communication that enters and exits the

CUBE.

voice service voip
ip address trusted list

Page | 10



##List of the IP addresses that can speak SIP with the CUBE — at least have the CUCMs’ and SBC’s addresses.
ipv4 24.200.242.87

## Le chiffre 100 doit étre remplacé par le nombre de licences CUBE achetées
mode border-element license capacity 100

allow-connections sip to sip

fax protocol pass-trough g711ulaw ## Parameters for communications via fax

sip
registrar server expires max 3600 min 3600 ## S|P registration parameters
no update-callerid ##To be copied as it is
early-offer forced ##Force the SDP in the Invite SIP
no call service stop ## Activate the SIP service on the router

This section demonstrates how to configure the parameters for the registration to
Videotron’s SIP trunk service.

For this section you will need the following information:
e Username
e Password
e Domain name

Videotron’s technical team will give you this information when it has programed the service on its
end. A phone appointment is scheduled with Videotron’s technical team and the
customer/integrator.

Below is an example of programming with the following dummy parameters:
e Username: s383870001
e Password: ul2Se3Rf2n53
e Domain name: hofa01l.sipott.v50.videotron.com

sip-ua

credentials username s383870001 password ul2Se3Rf2n53 realm realm

authentication username s383870001 password ul2Se3Rf2n53

retry invite 2

timers keepalive active 10

registrar 1 dns: hofa0Ol.sipott.v50.videotron.com expires 3600
connection-reuse

Videotron would like the host part of the SIP URI in the INVITE request sent by the IP PBX
to be a label that resembles a domain name rather than an IP address. Example:

Original Reg URI in the SIP INVITE request sent by the CUBE toward Videotron's
SBC prior to the transformation:

Req URI : : <sip:5141234567@24.200.242.87:5060>

Req URI after the transformation in the SIP INVITE request sent by the CUBE to
Videotron's SBC:

Req URI : : <sip:5141234567 @hofa01l.sipott.v50.videotron.com:5060>
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We require a voice class to replace 24.200.247.87 with
“hofa0l.sipott.v50.videotron.com” in the Req URI sent by the CUBE to Videotron.

voice class sip-profiles 1
request INVITE sip-header SIP-Reg-URI modify "24.200.247.87:5060"
"hofa0Ol.sipott.v50.videotron.com:5060"

To apply the voice-class, you must insert it in the outbound dial-peer to Videotron with the
voice-class sip profiles 1 command (see dial-peer voice 105 VolIP further in this
document).

This section only applies if a 9 (for example) has been prefixed to the number dialed for
outbound calls. The 9 must be removed before the called number is sent to the PSTN. The
translation profile “TOPSTN" is called by the dial-peer voice 105.

## |s called by the voice translation-profile TOPSTN
voice translation-rule 2

rule 1 /A9\(911\)/ A1/

rule 2 /"9\([2-8]11\)/ \1/

rule 3 /79\([2-9]..[2-9]......\)/ N1/

rule 4 /"\(1[2-9]..[2-9].....\)/ N1/

rule 5 /79\(0[2-9]..[2-9]......\)/ \1/

rule 6 /"9\(011.%\)/ A1/

## Called by the dial-peer voice 105 VolP
voice translation-profile TOPSTN
translate called 2 ## Calls voice translation-rule 2 and acts on the called number

Allows you to form the list of IP addresses for which you wish to establish a match in the
incoming dial-peer from Videotron’s SBC (see dial-peer voice 10 VolP).

voice class uri 1000 sip
host 24.200.242.87

Configuring the dial-peers allows you to route the calls when they transit via the CUBE.

The dial-peers presented in this section are only examples. The parameters in bold in the
dial-peers are basic parameters to enter in all the dial-peers you configure.

## Inbound dial-peer for calls from the CUCM
dial-peer voice 1 voip
description Incoming call-leg - Calls from the CUCM

session protocol sipv2 ## Force version 2 of SIP
session transport udp ##Force the SIP signaling to be used with the UDP
incoming called-number 9T ##To match the dial peer on 9 as first of the called

## The “voice-class sip bind” command associates the dial-peer to the control SIP messages and the media that
transit on the pol (customer network therefore SIP messages of the CUCM) these 2 commands are very important
because SIP messages transit via the port G0/2 (to SBC) and pol (to CUCM).

voice-class sip bind control source-interface Port-channell

voice-class sip bind media source-interface Port-channell

dtmf-relay rtp-nte  ## Force RFC2833 for the transmission of DTMF
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codec g711lulaw ## Force G711 voice without compression
ip qos dscp cs3 signaling
no vad ##Prevents the use of Voice Activity Detection.

## Inbound dial-peer for calls from Videotron’s SBC

dial-peer voice 10 voip
description Incoming call-leg - Inbound PSTN calls
session protocol sipv2
## enables match on SIP requests from addresses that are in the voice class uri 1000 sip
incoming uri via 1000
voice-class sip bind control source-interface GigabitEthernet0/2
voice-class sip bind media source-interface GigabitEthernet0/2
dtmf-relay rtp-nte
codec g711lulaw
no vad

## Outbound dial-peer for local calls toward Videotron's SBC

dial-peer voice 105 voip

description Local calls 10 digits toward the PSTN

## Command that strips the 9 before transmission to the SBC — must also configure an associated translation rule not
showed in this document.

translation-profile outgoing TOPSTN ## Call the translation profile TOPSTN that removes the 9 as prefix (optional)
destination-pattern 9[2-9]..[2-9]......

session protocol sipv2

session target ipv4: 24.200.242.87  ##Videotron's SBC at the address 24.200.242.87 is the target
voice-class sip bind control source-interface GigabitEthernet0/2

voice-class sip bind media source-interface GigabitEthernet0/2

voice-class sip profiles 1 ## Call voice class sip-profiles 1 that inserts the domain in Req URI

dtmf-relay rtp-nte

codec g711lulaw

## Outbound dial-peer for local calls toward the CUCM
dial-peer voice 1046511 voip
description Calls toward CUCM
destination-pattern [2-9]..[2-9]......
session protocol sipv2
session target ipv4:10.4.65.11 ## The CUCM is the target
voice-class sip bind control source-interface Port-channell
voice-class sip bind media source-interface Port-channell
dtmf-relay rtp-nte
codec g711lulaw
ip qos dscp cs3 signaling
no vad

The CUCM and the CUBE are linked by a SIP trunk (a different SIP trunk than the one to
Videotron). The configurations presented in this section are configuration suggestions that

have been tested successfully. The integrator will modify this configuration to meet all the
customer’s needs.
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Step 1: Login to the Publisher at Cisco Unified CM administration

alinly  Cisco Unified CM Administration

€IS€0  por Cisco Unifled Communications Solutions

Systam = Call Routing =  Madia Resources = Advanced Fastures »

Cisco Unified CM Administration

System version: 10.5.1.11901-1

VMware Installation: 2 vCPU Intel{R) Xeon(R) CPU E5-2600 0 & 2.40GHz, disk 1: B0Gbyles, 4006Mbyles RAM, Partitions
aligned

Lest Successhd Logon: Tuesday, June 16, 2015 5:52:18 AM £OT

Copyright © 1999 - 2014 Cisco Systems, Inc.
el nghts reserved,

This product contains cryptographic faatures and is subject to United States )lnd local country laws goveming import, export, transfer and use. Delivery of Cisco cryptographic products
[does nat imply third-party authority to import, export, distribute or use exportess, di and users are responsible for compliance with U.S. and local country
laws. By using this product you agree to comply with applicable laws and u-gwuun If you are unable to comply with U.S. and local laws, return this product mmediately.

A summary of U.S. laws governing Cisco cryplographic products may be found at our web site.

For information about Cisco Unified Communications Manager please visit our Unified ¢ System web site. '

Faor Cisco Technical Support please visit our Tachnical Support web site.

Step 2: Configuring a Partition and a Calling Search Space (outbound
calls)

1. Add a partition for the routes intended for outbound calls to the SIP Trunk. Call Routing -
> Class of Control -> Partition -> Add New.

2. Enter a meaningful name (e.g., PSTN_SIP_Local _PT) and a meaningful description.

ulil  Cisco Unified CM Administration
€I1S€®  For Cisco Unified Communications Solutions:

System =  Call Routing =  Media Resources ~  Advanced Features ~  Device lication ~  User ~  Buk ion ~  Help ~

Partition Configuration
H Save xnele«e %l Reset 4 Apply Config d‘}n Add New

[ Status

@ Status: Ready

r Partition Information

Name® PSTN_SIP_Local_PT

Description  Appels wers PSTN via trunk SIP - Local

Time Schedule < None = -

Time Zone @ Originating Device

© specific Time Zone | (GMT) Ete/GMT

[ Save ] [ Delete ] [ Reset ] [ Apply Config ] [ Add New

Step 3: Configuring a Calling Search Space (outbound calls)

1. Add anew CSS: Call Routing -> Class of Control -> Calling Search Space -> Add New.

2. Configure the CSS to at least add the Partition created earlier. Use a meaningful name
for the CSS. E.g., XXX_SIP_Local_Line_CSS. Replace XXX with the site’s acronym,
and the remainder of the name provides the PSTN access level (local, long distance,
etc.).
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alml,  Cisco Unified CM Administration
CIS€O g4t Cisco Unified Communications Solutions

System v  CallRouting v Media Resources v  Advanced Features v Device ~  Appiication v  User Management v  Buk Administraton *  Heip v

Calling Search Space Configuration

g&ave XDeieIe Cﬂpy EB:MdNew

Staty
’V@ Status: Ready

rCalling Search Space I
*
Name -SIP,LocaLLme,css

Description ¢55 appels local via SIP

rRoute Partitions for this Calling Search Spac

Available Partitions** Internal_DN_PT =
MeetMe_PT 3
OnSite_911_G_PT
OnSite_911_Main_PT

Security_DN_PT =
A
Selected Partitions  [PSTN_SIP_Local_PT -

PSTN_Restricted_PT

<

Save | | Delete | | Copy || AddNew

Step 4: Applying the CSS to a test telephone (outbound calls)

1. Goto the line of a test telephone and select the CSS created in step 3.

ulwilu  Cisco Unified CM Administration
L For Cisca Unified Cammunications Solutians

Syswem v Calfiowtng » Wede Resources »  Advenced Festures » Device Apphkeston »  User Management

Directory Number Configuration

lad save I vome Dy 2 wcovcenta o ssshew

| @ Status: Ready
Directary Number® s ~ urgent Frioeity
Rute Partition I ireernal R T -
Emscription
Alarting Narma
ASCI lasting Masns
Extarrsl Call Control Frofile < None > -
(¥ allaw Coraral of Davies fram £T1
ssseciated Devices cire_scer
A
Dissociate Devices i
Wiice Mail Frofile L ciceMailFrofle = (Choose chone to use system defauk)
Caling Search Space e e e -
BLF Presence Group® Standard Presence grous -
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1. Add a new SIP Profile: Device -> Device Settings -> SIP Profile -> Add New.

2. Configure the SIP Profile as indicated in the image below. Use a meaningful SIP Profile name.

System v CallRouting = Media Resources v  Advanced Fealures ~ Device ~  Appiication =

(i) sove x Delete

Copy. % Reset  # Apply Config |:D: Add New

User Management +

SIP Profile Configuration

Bulk Administration v

Help ~

@ Status: Ready

@AII SIP devices using this profile must be restarted before any changes will take affect.

[SIP Profile
Name* CUBE SIP Profile
Description SIP Profile for CUBE gateways

Default MTP Telephony Event Payload Type® 191

Early Offer for G.Clear Calls* Disabled

Wersion in User Agent and Server Header®  Major And Minar
Dial String Interpretation* Phone number consists of characters 0-5,
Confidential Access Level Headers™® Disabled

[Credirect by Application

[Tl pisable Early Media on 180

[T outgoing T.38 INVITE include audio mline

[Tluse Fully Qualified Domain Name in SIP Requests

[Tl assured Services SIP conformance

SDP

User-Agent and Server header information®  Send Unified CM Version Information as User-Agen

* # anc

SDP Session-level Bandwidth Modifier for Early Offer and Re-invites* T1a3 and AS
SDP Transparency Profile
Accept Audio Codec Preferences in Received Offer® Default
[Tl require SDP Inactive Exchange for Mid-Call Media Change

[T] Allow RR/RS bandwidth madifier (RFC 3556)

Pass all unknown SDP attributes

used in Ph

Timer Invite Expires (seconds)* 180
Timer Register Delta (seconds)* 5
Timer Register Expires (seconds)™ 3600
Timer T1 (msec)* 500
Timer T2 (msec)* 4000
Retry INVITE® 3
Retry Non-INVITE* 10
Start Media Port™* 16384
Stop Media Port* 32766

Call Pickup URIT* -cisco-serviceuri-pickup

Call Pickup Group Other URT® -cisco-serviceuri-opickup
Call Pickup Group URT* x-cisco-serviceuri-gpickup

®
Meet Me Service URI x-cisco-serviceuri-meetme

User Info* None
DTMF DB Level* Nominal
Call Hold Ring Back* Off
Ancnymous Call Block* Off
Caller I Blocking™® Off

Do Not Disturb Control® User
Telnet Level for 7940 and 7960* Disabled
Resource Priority Namespace < None =
Timer Keep Alive Expires (seconds)* 120
Timer Subscribe Expires (seconds)* 120
Timer Subscribe Delta (seconds)* 5
Maximum Redirections™® 70

Off Hook To First Digit Timer (milliseconds)® 15000

Call Forward URI* x-cisco-serviceuri-cfwdall

Speed Dial (Abbreviated Dial) URT* x-cisco-serviceuri-abbrdial

Conference Join Enabled
[T rFc 2543 Hold
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Semi Attended Transfer

[T Enable vaD
[ stutter Message Waiting

[ZIMLPP User Authorization

Normalization Script

Nermalization Script < None >
Enable Trace

Parameter Name

Parameter Value

rIncoming Requests FROM URI Setting

Caller ID DN

Caller Name

 Trunk Specific Configuration

Reroute Incoming Request to new Trunk based on* Never

RSVP Over SIP* Local RSVP

Resource Priority Namespace List < None >

Fall back to local RSVP
SIP Rel1XX Options*
Video Call Traffic Class*

Send PRACK if 1xac Contains SDP

Mixed
Calling Line Identification Presentation® Default
Session Refresh Method® Invite
Early Offer support for voice and video calls* Mandatery (insert MTP if needed)

[Tl Enable ANAT

[C] peliver Conference Bridge Identifier

[T] Allow Passthraugh of Configured Line Device Caller Information
[T Reject Anonymous Incoming Calls

[7] Reject Anonymous Outgoing Calls

[[] send 1LS Learned Destination Route String

SIF OFTIONS Fing

| Enable OFTIONS Ping tn manitar destination status for Trunks with Service Type "None (Default)”
Fing Interval for In-service and Partially In-service Trunks (secands)®

0
Fing Interval for Qut-cf-service Trunks (seconds)® 25
Ping Ratry Tourer (millescandi) 250
Fing Retry Court™ 3

5P Information
Send send-receive SOP in mid-call INVITE
Allew Presentation Sharing using BFCP
Allew i% Application Media

Al mullsple codecs m ancwer SDB

| save | | oelete | | Copy | | Reset | | apply Config | | Add New |

@ *. indizates required item.
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Step 6: Creating a SIP TRUNK Security Profile

1. Add the SIP Trunk Security Profile. Go to the System menu > Security Profile > SIP
Trunk Security Profile.

2. Select the Non-Secure SIP Trunk Profile and click on Copy.
3. Change the SIP Trunk Security Profile name to “PSTN SIP TRUNK Profile,” for

example.
4. Save.

SIP Trunk Security Profile Configuration

QSNG

Status
( Status: Ready

— SIP Trunk Security Profile
»

Name

Description

Incaming Transpart Type *
Outgoing Transpert Type

[] Enabie Digest Authentication
Nance Validity Time (mins)*
%.509 Subject Name

Incoming Port®

[] Accept presence subscription
[[] Accept out-of-dislog refer**
[ Aceept unselicited notification
[ accept replaces header

[ Transmit security status

[ Asow eharging header

Non Secure SIP Trunk Profile

[Non Secure SIP Trunk Profile

[Tersuor

TCP

[ Enabie Application level autharization

SIP V.150 Outbound SDP Offer Filtering* |

Use Default Filter

— [save|
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1. Add the Trunk SIP Device-> Trunk -> Add New.
2. Configure the Trunk SIP parameters as indicated in the image below.

Note: The configuration of the Calling Search Spaces for the “Inbound calls” section and the “Calling party
transformation CSS” of the “Outbound Calls” part must have been done beforehand. The customer must define
his or her call permissions for inbound calls on this SIP Trunk and the way the calling number and called number
of an outbound call can be modified. The same applies for the Device Pool and Media Resource Group List.

System v CallRouting v Media Resources =  Advanced Features » Device v  Application ~  User Management ~  Bulk Administration = Help =

Trunk Configuration

G Save x Delete % Resst 1 Addhew
Status
’7® Status: Ready

rSIP Trunk Status

Service Status: Full Service
Duration: Time In Full Service: 6 days 2 hours 27 minutes

~ Device Information

Product: SIP Trunk

Device Protocol: SIP

Trunk Service Type None(Default)

Device Name* CUBE_SIP_TRUNK_A

Description SIP Trunk A to the lab 2921

Device Pool* SIP_Trunk_DP -
Commaon Device Configuration < None > -
Call Classification* Use System Default -
Media Resource Group List < None > -
Location* Hub_None -
AAR Group < None > -
Tunneled Protocol® None -
QSIG Variant* No Changes

ASN.1 ROSE OID Encoding* No Changes

Packet Capture Mode* None -
Packet Capture Duration 0

Media Termination Point Required
Retry Video Call as Audio
Path Replacement Suppart
[l Transmit UTF-8 for Calling Party Name
Transmit UTF-8 Names in QSIG APDU
[Tl unattended Port

[71SRTP Allowed - When this flag is checked, Encrypted TLS needs to be configured in the network to provide end to end security. Failure to do so will expose keys and other information.

Consider Traffic on This Trunk Secure® When using both sRTP and TLS
Route Class Signaling Enabled* Default hd
Use Trusted Relay Point* Default -

PSTN Access
Run On All Active Unified CM Nodes

Intercompany Media Engine (IME)
’75.154 Transformation Profile < None > -

MLPP and Confidential Access Level

MLPP Domain < None > v
Confidential Access Mode < None > -

Confidential Access Level | < none =

[ Call Routing

Remote-Party-Id
Asserted-Tdentity

Asserted-Type® pal -

SIP Privacy®  None -
Inbound ¢
Significant Digits* All -
Connected Line ID Presentation® allowed -
Connected Name Presentation®  allowed -
Calling Search Space PSTN_In_GTW_CUBE_CSS -
AAR Calling Search Space < None = -
Prefix DN

[l Redirecting Diversion Header Delivery - Inbound
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rimconing Calling Party o

Incoming Humber

Clans frealin Sattings | Dafault Prafic Settings.
S e sweowss  ComegSewchBpes  UseDevkePoaics
]

o < None »

If the administrator sets the prefix to Defauk this indicates call processing will use prefi at the next level setting (DevicePool/Service Parameter). Otherwise, the val

d is used as the

the field is empty in which case there is no prefi=

o1 Party Ings:

Encoming Mumber

L] « Nang »

£f the administrator sets the prefes to Defaul thes indicates call processing wil use prefx at the next level setting [DevicePool'Senvace Pasameter). Othermise, the value cenfigured is used o5 the prefix unless the field is emety in which case there i3 ne prefo=
C MemberType Pl Geewts  CalegSeacchfpaes  UseDeviePuols
2]

- Ce

ttings

Cennected Pasty Transfermation C55 « None = =
[#luse Device Pool Connected Party Transformation 55

< Hone > -

Calling Party Galacticn*

Called Pacty Transhormation £55
Ealling Party Tranefoemmtion 55 PSTH_Out_GTW_CUBE_C55 v

¥ uen Darvice Baal Calling Party Transformation C55

Calling me 1D Presentation” Cietaul -
Calling Nama Prassstation® Cefauk -
Callimg and Conected Party Infe Format® Diehver DN onby in connected party -
= Diversion Hesder Delivery - Outhound o
Redirecting Farty Transtormanen TS5« Hone = -
¥ use Device Pool Redinecting Party Transformation C55

Caller

Calles 10 B8

Calles Hame

"I Mainkain Sriginal Caller 10 DN and Saler Hame in ldsrtly Headsrs

[ pestination address is an sy

Dastination Addrass Dastination Addrass 18 Daatinaticn Port Status Status Reason Duration
1* 1mamy sos0 w Time Ups 0 iy  hours 57 minutes L] [ S |
TP Prafarrad Grignating Codec® -
BLF Fresence Group® Standard Presence group -
SIP Trunk Security Profie® FSTN S1 Trunk Profile -
Rerauting Calling Search Space < Hone > -
Cut-Of-Cralog Refer Callmg Search 5pace « Nene » -
SUBSCRIBE Caling Search Space < None > -
StP Frofile® CUBE SIP Profie = Mgw Detads
BTMF Signaling Method ™ RFC 2833 -
ipt
Mormalization SCipt .« Nong > -
| inatis Traze
Parameter Rame Parameter Value

1 @ =0

& hone

£ This trunk connects to & recording-enabled gateway

) Thes brunk connects to cther cuusters with reconding-erabled gateways

Geslocation < Mona >
Geclocation Flter < None »
1) Serc Gaclocation nformation

IM Celate | | neset | [ add wew |

@ *- indicates required item.

@ Y. Device reset o not required For changes bo Packet Caplure Mode and Packet Capturs Durstion.
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Step 8: Configuring the Route Group (outbound calls)

1. Add a Route Group: Call Routing -> Route/Hunt -> Route Group -> Add New.

2. Configure the Route Group parameters as indicated in the image below.

wluilin  Cisco Unified CM Administration
CISE0  far Cisco Unilied Communications Salutians

System = CalReuling =  Medi Aescurces = Adveaced Frstures = Device =
Route Group Conflguration

Appleation = User Wanagemend +  Bok Adminalralion =  Help ~

‘ (@) stotus: reoe

aup

Route Group Name™  CUBE_GTW_STPA_RG
Distribution Algenithm® Top Down

r Find Devices to Add to

Device Name contains

PRI_SIP_TRUNK_STFA
PRI_SIP_TAUNK_STPE
Unity_Cannaction_S1P_Trunk_1

Available Devices** [T GGG W -
CURE_SIP_TRUNK_STPR F

Port(e) Nene Available

[ Add to Route Grous |

r Current Route Growps

Belacted Devieas (crdared by pricnty)®

CUBLE_SIF_TRUNK_STPA (All Ports)

: Reverse Order of Selected Devices.

o

Removed Devices™ ™" ‘

cuse sip TRUNC STes
&

[(Sove ] [(plete ] [Lasaaw |
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Step 9: Configuring the Route List (outbound calls)

1. Add a Route List: Call Routing -> Route/Hunt -> Route List -> Add New.
2. Configure the Route List parameters as indicated in the image below.

¢ ulwl  Cisco Unified CM Administration
§ EISE0  or tigco Unified Communications Solutions

System v CalRouing =  Media Resowces v Agvanced Festures = Device v Apphcation = User Mansgement = Duk ddmiisination +  Hep

Route List Configuration

| s P oo [ corr Ryrest 2 acowcont o asariew

Status
@ Status: Ready

P4 Address: 10.4.65.10

2 tievies is trusted

Name® CUBE_GTW_RL

Dieseription Appels vers les passerelies SIP en prioritd

Cisea Unified Communications Manager Group™ Il Standard_cMc -
[ Enable this Route List (change effecive on Save; no reset required)

¥ kun On A Active Unified CM Nodes

Route List Member Information

Selected Groups™™  [CUBE_GTW_STPA_RG

A

Route List Information
| Registratan: with Ciseo Unified Manager
\ Removed Groups* **

Route List Details

ﬁ;_\'ﬂf OTW STRA REG

3. Click on the Route Group in the Route List to configure the Route Group parameters

when it is used with this Route List.

4. Configure the Route Group parameters as indicated in the image below.

almly  Cisco Unified CM Administration
EISES  Fur Cisco Unifind Communicalions Salulions.

System = CalRouling = Uedia Resources « l&'—lﬂ“"m" Device v  Applcation »  User Managemen! v Bul Aderntaton v Help v

Route List Detail Configuration

Qe
\.@;m; Ready

Route List Member Information
Houte Group CUBE_GTW_STPA_RG

rCalling Party
LUse Callng Party's External Phane Number Hask® gn -
Calling Party Transform Mak

Prefoc Digits (Outgeing Cals)

Calling Party Mumber Type® Cisen CallManager -

Calling Party Mumibering Flan® Cieen CallManager -
rCalled Barty

Dicard Drgle NANPPreDot

Called Party Transform Mask
Prafux Dhgete (Cutgemng Calle] g

Called Party Wumber Type®  Ciscn CallMarager -
Called Party Bumbening Plan®  Cisca CallManager -
| save |

@ *- indicates required item,

@ **The settings on this page overrida the seings of the same name on the Roule Paltern/Route Pl page. These seltings are used for calls route
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Step 10: Configuring a Route Pattern (outbound calls)

1. Add a Route Pattern: Call Routing -> Route/Hunt -> Route Pattern -> Add New.
2. Configure the Route Pattern parameters as indicated in the image below (use a different
number).

dlmln  Cisco Unified CM Administration
cisco

Cisco Unified CM Administration +

For Cisco Unified Communications Solutions beapas01

System ~  CallRouting ~  Media Resources =  Advanced Features = Device v Application =  User Management ~  Bulk Adminisiration =  Help ~

Ge

@ Status: Ready ‘

Route Pattern™ 9.[2-8DOCOOCKXK

Route Partition PSTN_SIP_Local_PT -
Description Local calls - PSTN

Numbering Plan -- Not Selected --

Route Filker < None >

MLPP Precedence™ Default -

[T] apply call Blocking Percentage

Resource Priority Namespace Network Domain < None =
Route Class* Default
Gateway/Route List* CUBE_GTW_RL - (Edit)

Route Option Route this pattern

' Block this pattern No Error -
Call Classification® Offiet -
external Call Control Profile  « None = -
[C] Allow Device Override [ Provide Outside Dial Tone [l Allow Overlap Sending [l Urgent Priority
[Tl Require Forced Authorization Code
Authorization Level* 0

[[I require Client Matter Code

Calling Party Transformations

[l use calling Party's External Phone Number Mask
Calling Party Transform Mask  s383870001]
Prefix Digits (Outgoing Calls)

Calling Line ID Presentation® Default -
Calling Name Presentation®  Default -
Calling Party Number Type™®  Cisco CallManager -
Calling Party Numbering Plan* Cisco CallManager -

Connected Party Transformations
Cornected Ling 10 Prosentation® Cefaul b

Comnected Name Presentation”  Dedaut s

- Called Party Transformations

Diseard Digts < Mans > -
Called Pasty Tearsfarm Mask

Brafix Cigte (Outgeing Calle)

Called Pacty Wumber Type®  Cisco CalManager -
Called Pasty Mumbering Mlan® Cisco CalManager -

[TS0M Nebwark - Specific Facilitios

Metwork Service Protocol Nor Selected -
Carrier Idetification Code

Netwark Service Servee Farameter Kame Servics Parameter Value
- Not Selected o [ ot Bt =

[seve | [(oetete | [copr | [Asdaw |

(@ *- indicanes ceuired inern.
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Outbound display can be configured in several locations in the CUCM (e.g., Route pattern,
Route-List, on a device’s line).

Here is one of the methods for testing whether the name and number ID are working
properly for outbound calls on the Trunk toward Videotron.

Modify the “ASCII Display (Caller ID) field and the “External Phone Number Mask”
field in the configuration of the telephone line configured in step 4.

rLine 1 on Device CIPC_SCCP
Value
Display (Caller ID) PFrénom MNom Display text for a line appearance is intended for displaying text
not see the proper identity of the caller.
ASCII Display (Caller ID) MNom du Site
Line Text Label
External Phone Number Mask 5141234567
Visual Message Waiting Indicator Policy* Use System Policy -
Audible Message Waiting Indicator Policy™ Drefault -
Ring Setting (Phone Idle)* Use System Default -
Ring Setting (Phone Active) Use System Default » Applies to this line when any line on the phone has a call in progress.
Call Pickup Group Audio Alert Setting{Phone Use System Default -
Idle)
Call Pickup Group Audio Alert Setting{Phone Use System Default -
Active)
Recording Option* Call Recording Disabled -
Recording Profile = None = -
Recording Media Source® Gateway Preferred -
Monitoring Calling Search Space < None > -
V| Log Missed Calls
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7 Glossary

503

Service unavailable
Server error code.

bursting

Feature that allows you to temporarily exceed your calling limit. Simultaneous calls are
billed on a pay-per-use basis. Feature currently in development

called number

Number called or requested

called party
Person to whom a call is sent.
calling party
Person sending a call to establish communication.
C20 Videotron telephone switch
CO line central office line
Communication line that connects a PBX to a telephone service provider’s switchboard.
G.711 Digital voice encoding standard
H.323 Standard for transmitting audio, data and images in real time across packet networks. Used for local
networks, like an intranet, or public networks, like the Internet.
Less commonly used than SIP.
IP Internet protocol
IP-GW IP gateway
key system Intercom system, key telephone system

Most commonly used telephone system when few additional extensions are required. Allows users to
call each other directly and to communicate with public network subscribers via outbound and inbound
calls.

original Called Number

PBX

Private branch exchange
A company’s private telephone switch

PSTN

public switched telephone network

redirect information

REFER

SIP method for transferring calls whereby the call is sent to a number indicated in the transfer request.
Allows you to free up lines after a call is forwarded from an external number to another external
number, such as a cellphone.

PSTN public switched telephone network

SBC session border controller
A network element to monitor and protect SIP-based communications from fraud and allowing you to
configure SIP trunk settings.

DID direct inward dialling
Telephone feature allowing an outbound caller to reach a subscriber directly without going through an
operator or dialling an extension. DID number.

SIP session initiation protocol

Logon protocol used in IP telephony. Refers to an IP telephony service allowing a telephone switch to
access the PSTN, thereby supporting the management of call signalling, over IP links using SIP
trunking.
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Softswitch software switch, media gateway controller, call controller, call server

Interconnection equipment that manages the operation of a media gateway that allows signals carrying
voice, data or images to move from a circuit-switched public telephone network to a private packet-
switched network, such as a private IP network—or to go in the reverse.

T.38 Encoding standard for sending faxes across IP networks in a real-time mode.

trunk Circuit
A line that connects switches with each other and is used to route information sequentially.

trunk group; TG

Circuitry starting from a single switch and terminating at one or more switches giving access to the
same subscribers. In the specific case of the Videotron SIP trunking service, TG refers to a SIP trunk.
In certain exceptional situations, there may be more than one TG or multiple SIP trunks between a
PBX and Videotron.
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